
Fundamentals of Homeland Security: Critical Infrastructure Protection for Security Executives and Practitioners
We live in a period of massive digital transformation with more and more of our critical infrastructure technology moving 
online and becoming increasingly interconnected. When combined with current international conflicts and emerging nation-
state and organizational threats, our nation now faces exceptional challenges in safeguarding its 16 critical infrastructure 
sectors from attack, disruption, and exploitation.

Our national security and economic vitality is up to you, the front line professionals, executives, practitioners, and service 
providers who operate the majority of our nation’s critical infrastructure. To help strengthen your organization’s physical 
and cybersecurity, InfraGard National Members Alliance proudly presents a signature workshop via our flagship National 
infrastructure Security and Resilience U education program.  

This half-day workshop will provide attendees with knowledge, skills and practical guidance in the following areas: what 
critical infrastructure protection is; the nature of the physical, cyber, and human (insider) threats; primary stakeholders and 
their roles and responsibilities; and the tools and resources available to help them better protect U.S. critical infrastructure.  

Learning 
Objectives:

Speakers:

Training
Overview:

Dates:

Venue:

Registration:

Cost:

Saturday, September 9 from 1:00 – 5:00 pm

Kay Bailey Hutchinson Convention Center, 650 S. Griffin St., Dallas, TX 75202

https://www.gsx.org/gsx-pre-conference-programming/

General Audience: $795  |  InfraGard/ASIS members 50% discount – use code: IG2023

1.  Gain a broad understanding of critical infrastructure, its importance to the United States, and the necessity of protecting it. 
2.  Learn about specific threats to critical infrastructure - physical, cyber, human, and natural.
3.  Learn about intelligence and information resources available to stay abreast of threats to critical infrastructure.
4.  Understand the meaning and importance of critical infrastructure resilience.
5.  Learn about the CISA 5-step approach to infrastructure resilience planning.
6.  Learn about additional resources to support infrastructure resilience within your organization.

Major General James Williams, USMC (ret), InfraGard North Texas Members Alliance
Chad Johnston, Cybersecurity Advisor, Cybersecurity and Infrastructure Security Agency
Charles Kim, FA Public-Private Partnership and Exercise Program Manager, San Diego Law Enforcement Coordination Center
Philip Oglesby, Critical Infrastructure Protection Unit, San Diego Law Enforcement Coordination Center
Kimberly Pratt, Director of Private Sector Engagement, Northern California Regional Intelligence Center
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